
In order to fulfil the PCI requirements regarding 
secure software download, improvements must 
be made. These improvements have an impact 
on the merchant with regard to the installation 
and operation of the payment terminals.

• During installation, the first step is to insert the payment 
terminal ID-related keys into the payment terminal via  
a new service.

• The software download is based on a Transport Security 
Layer (TLS) secured connection. This is based on a new 
Internet protocol port.

New installation  
addresses for payment  
terminals (GKLP First)

Input of the destination address during  
installation of the payment terminal 
To enter the destination address, the payment terminal displays 
the following specific menus:

Host IP Address
 

153.46.254.217

Host IP Port
 

62000

OK OK◁ ◁▷ ▷

Network type Test payment terminal Production

Internet tgklp.telekurs.com
153.46.254.218:62000 HTTP

gklp.telekurs.com
153.46.254.217:62000 HTTP

VPN 153.46.132.75:62000 153.46.132.74:62000

PtP 153.46.228.5:62000 153.46.228.4:62000

Network type Test payment terminal Production

Internet tserv.ep2.telekurs.com
153.46.253.140:62310

serv.ep2.telekurs.com
153.46.253.156:62310

VPN 153.46.133.25:62310 153.46.132.24:62310

PtP 153.46.227.13:62310 153.46.226.92:62310

The host destination addresses (IP and port) are different for each network:

Addresses for secure software download based on TLS communication 

The merchant must ensure that the following target addresses are open in his network, depending on the network type used, and 
that communication for the secure software download is therefore guaranteed.
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